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***Аннотация.***В статье рассматривается защита информации, а именно персональных данных, в медицинских учреждениях. Раскрываются основные принципы, благодаря которым обеспечивается защита данных, а также представлены возможные методы ее улучшения и автоматизации. В результате исследования было проведено изучение системы защиты в медицинских организациях. Показано, что основные инциденты нарушения безопасности данных связаны низкой квалификацией персонала, отсутствием единой организационной системы защиты и контроля. Для решения данных задач требуется обновление программного обеспечения и четкое регулирование со стороны государственных органов.
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Современные технологии и цифровизация привели к тому, что персональные данные стали одним из самых ценных активов для организаций. Обслуживающие компании, такие как банки, медицинские учреждения, интернет-провайдеры и другие, хранят и обрабатывают огромные объемы чувствительной информации о своих клиентах и поэтому защита персональных данных является для них важной задачей.

В соответствии с № 152 ФЗ «О персональных данных» (152-ФЗ) персональные данные представляют собой любую информацию, относящуюся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных) [1].

В медучреждениях обрабатываются два типа персональных данных (ПДн). Первый — простые данные: ФИО, дата и место рождения, рост, вес, фотографии, адрес, контактные данные. Второй — данные специальной категории: состояние здоровья, причины обращения, диагноз, лечение, объединенные под термином «врачебная тайна». Сохранность этих данных регулируется Федеральным законом № 323 от 21.11.2011, что делает проблему утечек информации особенно актуальной.

Согласно ФЗ-152, обработка ПДн включает: сбор, запись, систематизацию, накопление, хранение, обновление, извлечение, использование, передачу, обезличивание, блокирование, удаление и уничтожение, как с применением автоматизации, так и без нее. Перед получением информации от пациента, медицинская организация обязана получить его согласие на обработку ПДн в соответствии со статьями 6 и 10 упомянутого закона. Пациент имеет право отказаться от согласия полностью или частично. Поэтому при запросе данных медицинская организация должна ограничиться только необходимой информацией, соответствующей целям обработки и избежать избыточности в сборе (согласно статье 5 закона).

Медицинская организация обязана учитывать этические аспекты и обеспечивать безопасное хранение информации о здоровье пациентов, чтобы предотвратить утечку таких данных. В медицинской этике существуют правила, запрещающие разглашение определенных болезней, которые являются социально табуированными или приватными. Такие данные должны оставаться конфиденциальными согласно базовым принципам медицинской этики. [2].

Главный врач частных клиник и государственных больниц несет ответственность за безопасную обработку и хранение данных пациентов. Для этого выбирается подходящая медицинская информационная система и осуществляется контроль за защитой информации. Обработка информации о здоровье подчиняется строгим правилам, включая получение письменного согласия пациента, возможность доступа к данным по его инициативе, и использование данных в случае угрозы жизни или для медицинских целей. Врачебная тайна также защищена законом и не подлежит разглашению. [3].

При неотложно (экстренной) медицинской помощи согласие пациента на обработку его ПДн не требуется, а именно когда возникают техногенные катастрофы, стихийные бедствия, или когда имеется реальная угроза его жизни и здоровью. В настоящее время, с использованием современных информационных систем, обработка таких данных становится более удобной и безопасной. Это достигается за счет трех основных инструментов:

1. специализированные приложения с локальным или сетевым хранилищем;

2. медицинские информационные системы (МИС), работающие внутри конкретного медицинского учреждения;

3. облачные платформы для сбора и хранения информации.

Это означает, что при оказании экстренной помощи важно не замедлять процесс ожиданием согласия на обработку данных пациента. Современные информационные технологии позволяют эффективно управлять данными и обеспечивать их конфиденциальность в экстренных ситуациях. [4].

В случае срочной медицинской помощи согласие на обработку персональных данных не требуется при техногенных катастрофах, стихийных бедствиях или угрозе жизни и здоровью пациента. Использование современных информационных систем упрощает и обеспечивает безопасность обработки данных в медицинских учреждениях. Основные инструменты в этой области включают специализированные приложения, медицинские информационные системы (МИС) и облачные платформы. Более десяти лет назад Министерство здравоохранения и социального развития РФ разработало концепцию создания Единой государственной информационной системы в сфере здравоохранения (ЕГИСЗ), но ее внедрение затрудняется из-за ограниченного технического оборудования в многих государственных медицинских центрах. В связи с этим вопросы обеспечения безопасности и хранения персональных данных рассматриваются индивидуально в каждом учреждении. [5].

Медицинские информационные системы (МИС) снижают риск взлома и утечки данных, но требуют ограничения доступа. Клиники должны внедрить пропускную систему, видеонаблюдение и многоуровневые пароли. Регулярное обучение персонала по законодательству обязательно. Проект защиты данных включает сбор информации, моделирование угроз, определение уровней защиты, разработку техзадания, проектирование системы защиты, создание документации, установку средств защиты и, опционально, аттестацию системы. Ошибки на любом этапе могут привести к серьезным последствиям и дополнительным расходам. Утечки могут повлечь административные и уголовные санкции для клиники и сотрудников. За нарушения могут быть наказаны и злоумышленники.

В связи с характером медицинских данных, кибербезопасность в здравоохранении стала уникальной задачей. На безопасность информации в здравоохранении также влияют недостаточные организационные меры по защите информации, отсутствие проверки соответствия требованиям информационной безопасности и нехватка по информационной безопасности и кибербезопасности.

Для обеспечения информационной безопасности необходимо не только установить комплексную систему, соответствующую стандартам, но и провести обучение персонала навыкам безопасного обращения с информацией. Важно осуществлять контроль за использованием данных, разработать протоколы реагирования на инциденты с четким определением ролей и обязанностей. Регулярная оценка рисков киберугроз также является ключевым моментом в поддержании информационной безопасности.
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